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Abstract of the contribution: This contribution tries to describe the network Slice Instance ID concept and the approach of slicing selection based on the Slice Instance ID.
1. Difference with existing solution in TR 23.799
This proposal is for key issue 1 WT#1 and mainly describes the mechanism for network slice selection by using Slice Instance ID. The most related solution in TR 23.799 is solution 1.1 in Section 6.1.1, but there are still some key differences:
1. In Solution 1.1, the UE may bring Slice Instance ID in the Attach Request only after the initial Attach procedure. This proposal does not distinguish the initial attach or re-attach. It only considers whether there is Slice Instance ID in the UE Attach Request.
2. In Solution 1.1, the network slice selection function and signaling routing function are not clear. In this solution, The NSSF is the network slice selection function and maintains the mapping list between Slice Instance ID and NF ID. The AN could identifies the Slice Instance ID, get the corresponding NF ID from NSSF (and may further get NF address by approach, e.g., DNS query).
3. The NSSF locates in the core network, and has interaction with subscriber repository. 
4. Some case handling:
a) When the AN cannot recognize the Slice Instance ID, it asks the NSSF to get the corresponding NF ID. The AN would update its information on the mapping between Slice Instance ID and NF ID.
b) When a UE does not support network slice, the AN could forward the Attach Request to NSSF. The NSSF would analyse the UE’s assistant parameters and return a proper/default Slice Instance ID for the UE.
2. Proposal
[bookmark: OLE_LINK10][bookmark: OLE_LINK11]It is proposed to add the solution into TR 23.799 v0.5.0. 
[bookmark: _Toc399511925][bookmark: _Toc324232210][bookmark: _Toc326248701][bookmark: _Toc399743733][bookmark: _Toc248905717]* * * First changes * * * *
[bookmark: _Toc453184092][bookmark: _Toc449517777]6.1.X	Solution 1.X: Slice Instance ID based Network Slice Selection
This solution is for key issue 1 WT#1 and mainly describes the mechanism for network slice selection by using Slice Instance ID. This solution supports the group A and group B in Annex D. 
6.1.X.1	Architecture description





Figure 6.1.X.1-1: Network slice architecture with two groups-common CP NFs and dedicated CP NFs
As the figure shown, the architecture includes two groups. One is the dedicated network slice (Group A in Annex D) and the other is the network slices have shared common CP NFs (Group B in Annex D). 
Editor's Note: The Non-3GPP access aspects of this solution is FFS.
Definitions in this solution:
-	Slice Instance ID: identifier of a network slice instance. It is used as an indicator by the network to select the corresponding slice for a UE.
-	NF ID: identifier of a network function instance.
For this solution, the NSSF (Network Slice Selection Function) is common to all network slices in the PLMN and can realize the slice selection function for both groups. The NSSF is located in the NextGen CN and has interconnection with subscriber repository.
The AN acts as a routing function to link the UE with the appropriate CN part of network slice according to the mapping between the Slice Instance ID and NF ID. NF ID can be resolved to NF address by DNS and the AN can transfer the data to specific NF.
6.1.X.2 	Function description
6.1.X.2.1	Definitions and functions
Slice Instance ID: identifier of a network slice instance. It is used as an indicator by the network to select the corresponding slice for a UE.
Slice Instance ID is configured in UE by the operator or the user. As an identifier, it refers to the network slice service provided by the operator. Therefore, similar as APN, the Slice Instance ID could be operator dependent. The value should be defined by Stage 3 but the content is operator specific. 
Editor’s note: The duration of validity of the Slice Instance ID within a UE, and any subsequent impacts due to it is FFS.
NSSF: Network Slice Selection Function. The NSSF stores the mapping information between Slice Instance ID and NF ID (or NF address). The NSSF has connection with the subscriber repository to get the UE’s subscribed Slice Instance IDs corresponding to current PLMN. The NSSF is located in the core network, which is benefit for the interaction and mapping update between the NSSF and subscriber repository, and this makes the management of the mapping between Slice Instance ID and NF ID/address in an efficient centralized way. 
6.1.X.2.2	Common Network Functions
Common network functions across multiple slices. Such functions are those related with multiple slices in the network, e.g., UE subscription repository function. The NSSF is such a common function provide to all network slices in a PLMN. 
Common CP network functions for multiple slices with UE simultaneously connected. A UE can access multiple network slices at the same time. In this case, there should have a minimum set of NFs which can be flexibly expanded with additional NFs per slice requirement. The minimum set of common CP NFs should include:
-	Mobility Management: the signalling (e.g., between UE and MM function, and between new/target MM function and old MM function) can be reduced if mobility management (e.g. UE location update related management) is shared among different network slices when a UE simultaneously obtains services from different slices.
Editor’s note: the connection mechanism between the common CP NFs and the dedicated NFs in specific core network slices is FFS.
6.1.X.2.3	The Attach procedure 

Suppose a UE is slice-enabled, there are three cases for the attach procedure:
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]1) UE attach without Slice Instance ID but may take some assistant parameters (e.g. service type ). The AN forwards the attach request to NSSF. Then NSSF, may check with subscription data, response with a predefined/default Slice Instance ID to the UE. Then UE will re-attach the network with the assigned Slice Instance ID. The authentication for the UE is done by the NSSF which fetch the UE subscriber information from subscriber repository and check whether the UE can connect to the network.
2) UE attach with a Slice Instance ID, but the AN does not know the corresponding slice. The AN forwards the UE request signalling to NSSF and NSSF would respond with specific NF ID/address corresponding to the Slice Instance ID.Then the AN will route the attach request to the specific NF. The authentication and authorization for UE is done in step 5 as the figure 6.1.X.2.3-1 shown.
3) UE attach with Slice Instance ID, and the AN knows the corresponding slice. The attach request will be routed to the specific NF in the core network. The authentication and authorization for UE is done in step 5 as the figure 6.1.X.2.3-1 shown.
Editor’s note: how to handle the Slice Instance ID is FFS in the roaming scenario.
[bookmark: OLE_LINK25]Editor’s note: for group B, how to select the dedicated NFs after common CP NFs have been selected is FFS.


Figure 6.1.X.2.3-1: Attach procedure 
1.	A UE attach without Slice Instance ID will get Slice Instance ID configured. 
1a.	A UE sends an Attach Request without Slice Instance ID to AN.
1b. The AN find no Slice Instance ID in the attach message, then the AN forwards the attach request to NSSF. 
1c.	The NSSF check with Subscriber Repository to get a predefined or default Slice Instance ID for the UE. The authentication for the UE is done by the NSSF which fetch the UE subscriber information from subscriber repository to check whether the UE can connect to the network.
1d.	The NSSF responds with a specific Slice Instance ID or a default Slice Instance ID to UE.
2.	The UE sends an Attach Request with Slice Instance ID.
3.	If the AN does not know the corresponding slice for the Slice Instance ID,
3a.	AN forwards the Attach Request to the NSSF
3b.	The NSSF finds the corresponding NF ID/address for the Slice Instance ID, response to the AN.
3c.	The AN get the mapping between Slice Instance ID and NF ID/address. If NF ID is returned, the AN could use NF ID to resolve the NF address by e.g., DNS.
4.	The AN forwards the Attach Request to the CP-NF. The CP-NF could be a common CP NF or a dedicated NF. 
5.	The CP-NF interacts with the Subscriber Repository to fetch the UE subscriber information and conduct the authentication and authorization per slice. The CP-NF determines whether the UE could access to the slice.
6.	The CP-NF sends the Attach Response to AN.
7.	The AN sends the Attach Response to UE.
Suppose a UE is not slice-enabled, the AN should recognize such case and a predefined/default slice will serve the UE. The corresponding procedures could be:1a→1b→1c→3b→4→5→6→7 .
Editor’s note: how to support UE access another network slice instance when the UE has already accessed one network slice is FFS.

* * * End of the changes * * * *
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